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!ōƻǳǘ ǘƘŜ ŎƻƳǇŀƴȅ ŀƴŘ /ȅōŜǊtƭŀǘϯ ǎȅǎǘŜƳ 

ÁCyberPlat company was founded in 1997. The company is a developer of the 
ŦƛǊǎǘ ŀƴŘ ǘƘŜ ƭŀǊƎŜǎǘ ŜƭŜŎǘǊƻƴƛŎ ǇŀȅƳŜƴǘ ǎȅǎǘŜƳ ƛƴ wǳǎǎƛŀ ŎŀƭƭŜŘ /ȅōŜǊtƭŀǘϯΦ 

 
ÁThe company has a wide presence in Russia and Kazakhstan, with branches 

in India, Austria and Germany. 
 
Á/ȅōŜǊtƭŀǘϯ ǇŀȅƳŜƴǘ ŀŎŎŜǇǘŀƴŎŜ ƴŜǘǿƻǊƪ Ŏƻƴǎƛǎǘǎ ƻŦ ƳƻǊŜ ǘƘŀƴ 1 480 000 

outlets at present. 
 
ÁPayments in favor of more than 8 600 service providers are processed via 
/ȅōŜǊtƭŀǘϯΥ 

 
 
 



ÁMore than 300 banks-participants of the system including: 
 
 
 
 
 
 
 
 
 
Á/ȅōŜǊtƭŀǘϯ ǎȅǎǘŜƳ Ƙŀǎ ŀ ƎǊŜŀǘ ŎŀǇŀŎƛǘȅ ǘƻ ǇǊƻŎŜǎǎ ǳǇ ǘƻ 40 Bn transactions 

per annum. 
 
ÁDuring 20 years of stable work no cases of hack have taken place! 
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!ōƻǳǘ ǘƘŜ ŎƻƳǇŀƴȅ ŀƴŘ /ȅōŜǊtƭŀǘϯ ǎȅǎǘŜƳ 
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SWIFT ς current situation 

 
 

ÁSingle system monopoly ς SWIFT market share is about 90% 
 
 
 
ÁHigh political dependence 

 
 
 
ÁOut of date network topology 
    ōŀǎŜŘ ƻƴ ǘƘŜ άǎǘŀǊέ ƳƻŘŜƭ  
    is vulnerable to targeted attacks 
 
 
 
ÁA total of 4 datacenters located  
    in the USA, the Netherlands and Switzerland 
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SWIFT ς current situation 

 
 

Á{²LC¢ ŘƻŜǎƴΩǘ ŎƻƳǇƭȅ ǿƛǘƘ ǊŜǉǳƛǊŜƳŜƴǘǎ ƻŦ ƭƻŎŀƭ ƭŜƎƛǎƭŀǘƛƻƴ ƻŦ ǘƘŜ Ƴƻǎǘ 
ŎƻǳƴǘǊƛŜǎ ǿƘŜǊŜ ŘƻƳŜǎǘƛŎ ǘǊŀƴǎŀŎǘƛƻƴǎ ǎƘƻǳƭŘƴΩǘ ōŜ ǇǊƻŎŜǎǎŜŘ ƻǳǘǎƛŘŜ 

ŎƻǳƴǘǊȅΩǎ ōƻǊŘŜǊǎ 
 
 
 

ÁEncryption method 
    cannot be changed by 

    ǇŀǊǘƛŎƛǇŀƴǘΩǎ choice 
 
 
 

ÁData transmitted can be revealed 
    by operator that causes risks of  
    large-scale information leakage 
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SWIFT ς current situation 

 
 

ÁDifficulties in recognizing the legal value of the transmitted messages (in 
the event of conflict) 
 
 
ÁInflexibility of message formats and certain difficulties with their 
    adaptation to certain country practice  

 
 
ÁShort term of historical 
    data storage on the 
    processing side 
    ς 6 months only 

 
 
ÁHigh implementation 
    and maintenance costs 
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CyberFT ς new approach to financial data 
exchange 

CyberFT allows different legal entities to securely interact 
with each other (e.g. banks, other financial institutions, 

corporations, state owned companies, authorities, 
entrepreneurs, individuals, etc.) both on domestic and 

international level 



9 

CyberFT ς main definitions 

ωA hardware and software 
solution for organization of 
a secure information 
highway for interchange of 
any types of financial 
messages and electronic 
documents workflow. 

CyberFT 
Platform 

ωA legal entity that has 
bought and has become an 
owner of CyberFT Platform 
and uses it for offering 
financial messaging 
services to its 
counterparties. 

CyberFT 
Provider 

ωHardware and software 
solution that implements 
legally valid electronic 
documents interchange at 
CyberFT Network. 

CyberFT 
Processing 

ωA legal entity or individual 
using CyberFT for data 
exchange. 

CyberFT 
Participant 

ωA software installed at 
CyberFT Participant site 
aimed at interaction with 
CyberFT Network. 

Customer 
Software 

ωA group of CyberFT 
Providers and Participants 
connected to these 
Providers. 

CyberFT 
Network 




