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A CyberPlat company was foundedli®97. The company is a developer of the
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A The company has a wide presence in Russia and Kazakhstan, with branct
In India, Austria and Germany.
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outlets at present.

A Payments in favor of more than 8 600 service providers are processed via
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A More than300banksparticipantsof the system including:

& SBERBANK () (@ Promsvyazbank @) mussan

Russian Agricultural Bank BANK

SVIB Miwoisow @ swcrocomn g

@ BANK
= SAINT PETERSBURG

A Affa-Bank @ otpbank \,( SMPBANK
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per annum.

A During20 yearsof stable workno cases of hachave taken place




SWIFIC current situation

A Single system monopotySWIFT market share is ab@@%

Netherlands

A High political dependence I

I I Switzerland I

USA

A Out of date network topology | |
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IS vulnerable to targeted attacks

A Atotal of 4 datacenters located
In the USA, the Netherlands and Switzerland
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SWIFIC current situation
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4 A Encryption method
o cannotbe changedy
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A Datatransmitted can beevealed
by operator that causes risks o
large-scaleinformationleakage
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SWIFTIC current situation @

A Difficulties in recognizing the legal value of the transmitted messages (in
the event of conflict)

A Inflexibility of message formats and certain difficulties with their
adaptation to certain country practice ]
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A High implementation
and maintenance costs

Corporate
customer




CyberF1Ic new approach to financial data @
exchange

CyberF Rllowsdifferent legal entitiesto securely interact
with each other (e.g. banks, other financial institutions,
corporations, state owned companies, authorities,
entrepreneurs, individuals, etc.) both almmesticand
International level




solution for organization o
a secure information

any types of financial
messages and electronic
documents workflow.

CyberFT

Platform

~ R

A legal entity or individual
usingCyberFTor data
exchange.

e N
A hardware and software

highway for interchange of

-

CyberFT
Participant

CyberFT¢ main definitions

-
A legal entity that has

owner of CyberFPlatform
and uses it for offering
financial messaging
services to its
counterparties.

CyberFT
Provider

(QA software installed at
CyberFParticipant site
aimed at interaction with
CyberFNetwork.

Customer
Software

bought and has become an

(cd—lardware and software
solution that implements
legally valid electronic
documents interchange at
CyberFNetwork.

CyberFT

Processinc

(uA group ofCyberFT
Providers and Participants
connected to these
Providers.

CyberFT
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